
ISSN: 2455-2631                                                    © September 2017 IJSDR | Volume 2, Issue 9 

 

IJSDR1709030 International Journal of Scientific Development and Research (IJSDR) www.ijsdr.org 185 

 

REVIEW AND RATING: FOR MOBILE APP AND 

DISCOVERY OF RANKING FRAUD DETECTION 
 

      PALAKEERTHI  MARIYA
1
, Mrs. A.RAMANA LAKSHMI

 2
, Mrs.T.SRI LAKSHMI

3
 

 

1M.Tech (CS), 2Associate Professor, 3Assistant Professor 
 

Department of CSE 

PRASAD V POTLURI SIDDHARTHA INSTITUTE OF TECHNOLOGY, 

KANURU, VIJAYAWADA, A.P., India. 

                                                    

Abstract — Now, most of the people using smart phone and android applications. There is need of various applications to 

be installed on smart phone. To download application smart phone user has to visit Apps store such as Google Play Store, 

Apples store etc. When user visit play store then he or she is ready to visualize the varied applications list. This list is made 

on the premise of promotion or advertising. This paper offers holistic read of ranking manipulations and portrays a 

Ranking fraud diagnosable framework for mobile Apps. This work is completed into 3 classifications. At first, ranking 

fraud discovery second is on-line review identification and last one is mobile application suggestions. The online ranking 

demonstrates to Associate in purposeful activities that expire to decide on web content an unmerited ideal applicability or 

importance. Survey is predicted to relinquish unfair for perspective of a handful of things to have an effect on the clients’ 

perspective of the things by significantly or by implication rebuke or harming the item’s infamy. Projected framework in 

addition eliminates the pretend surveys from the dataset utilizing same live algorithmic program and at that time 

distinguishes the applying rank. Ultimately this method will advocate Apps that area unit additional relevant and most 

real. The propose framework can saves the time and conjointly memory than the previous framework. we tend to judge 

the projected system with real-world App knowledge collected from the Google App Store for a protracted fundamental 

measure. In the experiments, we tend to validate the effectiveness of the projected system. 
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INTRODUCTION 
 

Mobile application started growing at such a high rate. Smart phones emerges new technologies like android and iOS operating 

system took a boost in market. As a study says millions of apps are there on apple’s app store and on Google Play. This started a 

brand new business in laptop world and have become a reason to earn thousands of greenbacks and downloads. Daily leader 

board is revealed by these markets contains the foremost fashionable apps which can consequently be downloaded and rated most 

high by users. Some developers could use some promoting methods like a commercial campaign for promotion of their app. but 

this a part of technology is additionally not safe from threats. Mobile app market, we have a tendency to refer it as market, is 

manipulated by some deceitful app developers to raise their app high within the rank list, as Associate in Nursing app in leader 

board confirms high downloads and high financial gain. Shady suggests that square measure wont to create such a fraud and 

enforced victimization “bot farms” that is additionally referred to as “Human water armies”. during this space some connected 

work is there, as an example, spam detection for internet ranking, mobile app recommendations, and a few on-line review based 
mostly spam detection. Our study so focuses on Associate in Nursing integrated approach, for numerous evidences, to search out 

Mobile App ranking fraud and additionally suggest the foremost relevant App that's most real. For this we've got to travel through 

challenges like 1st we'd like to search out at what time the fraud is going on it suggests that actual time of fraud is required. 

Secondly we know that there are tremendous number of Apps present in market so it is nearly impossible to physically mark 

ranking fraud for every App, so it’s crucial to mechanically distinguish fraud while not utilizing any essential information. 

Ranking fraud among the mobile app market refers to dishonourable or deceptive activities that have a purpose of bumping up the 

apps among the standard list. Indeed, it becomes extra and extra frequent for app developers to use shady implies that, like 

inflating their apps’ sales or posting phony App ratings, to commit ranking fraud. 

 Where as the importance of preventing ranking fraud has been documented, there's restricted understanding and analysis 

throughout this space to this end, throughout this paper, we provide a holistic browse of ranking fraud and propose a ranking 

fraud detection system for mobile apps. Specifically, we have a tendency to initial propose to accurately find the ranking fraud by 

mining the active periods, specifically leading sessions, of mobile Apps. Such leading sessions are often leveraged for police 
investigation the native anomaly rather than international anomaly of app rankings. what is more, we have a tendency to 

investigate 3 kinds of evidences, i.e., ranking primarily based evidences, rating based mostly primarily based evidences and 

review based evidences, by modeling apps’ ranking, rating and review behaviours through applied mathematics hypotheses tests. 

In Rating primarily based Evidences, specifically, once associate App has been revealed, it are often rated by any user WHO 

downloaded it. Indeed, user rating is one among the foremost necessary options of App packaging. associate App that has higher 

rating might attract additional users to transfer and may even be hierarchic higher within the leader board. Thus, rating 

manipulation is additionally a crucial perspective of ranking fraud. In Review primarily based Evidences, besides ratings, most of 

the App stores additionally enable users to put in writing some matter comments as App reviews. Especially, this paper proposes 

an easy and effective algorithmic program to acknowledge the leading sessions of every mobile App supported its historical 
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ranking records. this is often one among the fraud proof. Also, rating and review history, which supplies some anomaly patterns 

from apps historical rating and reviews records. 

 

 

 
Fig1: System Architecture 

PROPOSED SYSTEM 

 

In proposed system we overcome the drawbacks of Mining leading session algorithm which is based on ranking, review & rating. 

Detection of ranking fraud for mobile Apps is still under a subject to research. To fill this significant lack, we tend to propose to 

develop a ranking fraud detection system for mobile Apps. The users UN agency area unit recently work to the app stores, they 

decide supported the prevailing ranking, rating, reviews for the individual apps. In recent activities duplicate version of an 

application not burned or blocked. This is the major defect. Higher rank leads huge number of downloads and the app developer 

will get more profit. In this they allow Fake Application also. User not understanding the Fake Apps then the user also give the 

reviews in the fake application. Exact Review or Ratings or Ranking Percentage are not correctly Calculated. In this paper we 

introduce admin to manage the ranking evidence to minimize the arrival of fake apps, then the rating and reviews are correctly 

calculated. 

RELATED WORK 

 

1.Rating Based Evidences: The ranking based evidences are useful for ranking fraud detection. However, sometimes, it is not 

sufficient to only use ranking based evidences. Specifically, after an App has been published, it can be rated by any user who 

downloaded it. Indeed, user rating is one of the most important features of App advertisement. An App that has higher rating 

might attract a lot of users to transfer and may even be hierarchal higher within the leader board. Thus, rating manipulation is 

additionally a vital perspective of ranking fraud. Intuitively, if associate App has ranking fraud in an exceedingly leading session s, 

the ratings throughout the period of s might have anomaly patterns compared with its historical ratings, which might be used for 

constructing rating primarily based evidences.  

 2. Review primarily based Evidences: Besides ratings, most of the App stores additionally enable users to put in writing some 

matter comments as App reviews. Such reviews will replicate the non-public perceptions and usage experiences of existing users 
for explicit mobile Apps. Indeed, review manipulation is one amongst the foremost necessary views of App ranking fraud. 

Specifically, before downloading or getting a brand new mobile App, users typically foremost five, scan its historical reviews to 

ease their deciding, and a mobile App contains a lot of positive reviews might attract a lot of users to transfer. Therefore,  

imposters typically post faux reviews within the leading sessions of a selected App so as to inflate the App downloads, and so 

propel the App’s ranking position within the leader board. though some previous works on review spam detection are rumored in 

recent years, the matter of sleuthing the native anomaly of reviews within the leading sessions and capturing them as evidences 

for ranking fraud detection square measure still under-explored. 

3. Ranking primarily based Evidences : a number one session consists of many leading events. Therefore, we should always 

initial analyze the essential characteristics of leading events for extracting fraud evidences. By analyzing the Apps’ historical 

ranking records, we have a tendency to observe that Apps’ ranking behaviors in an exceedingly leading event continually satisfy a 

selected ranking pattern, that consists of 3 totally different ranking phases, namely, rising section, maintaining section and 

recession section. Specifically, in each leading event, an App’s ranking first increases to a peak position in the leader board (i.e., 
rising phase), then keeps such peak position for a period (i.e., maintaining phase), and finally decreases till the end of the event (i. 

e., recession phase).  

4. Identifying the leading sessions for mobile apps: Basically, mining leading sessions has two types of steps concerning with 

mobile fraud apps. Firstly, from the Apps historical ranking records, discovery of leading events is done and then secondly 

merging of adjacent leading events is done which appeared for constructing leading sessions. Certainly, some specific algorithm 

is demonstrated from the pseudo code of mining sessions of given mobile App and that algorithm is able to identify the certain 

leading events and sessions by scanning historical records one by one. 
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ALGORITHM: 

FRAUD RANKING BEHAVIOR DETECTION INPUT: Mobile app rating and review evidence OUTPUT: Fraudulent ranking 

behaviour of apps  

1. Gather user rating and review of apps  

2. Mine the leading session and leading event of app  

3. Leading session of app equal to the leading event of app  
4. Find ranking based evidence 

 5. Find rating based evidence  

6. Find review based evidence 

 7. End  

8. Aggregate the evidence based on unsupervised approach  

9. Output fraudulent app behaviour 

 10. Load the user rating and review comments  

11. Divide rating and review evidence 

 12. Calculate fraud in app and store  

13. Rank app on original rating  

14. Return fraud app 

 

LITERATURE SURVEY 

 

Page Lay Hengshu Zhu et al. introduces ranking fraud detection system for mobile Apps which accurately identify the ranking 

fraud by mining the active periods, like leading sessions, of mobile Apps. This paper displays three types of evidences mainly 

ranking based evidences, rating based evidences and review based evidences for detecting ranking fraud. Hengshu Zhu also 

proposes an optimization based aggregation method for gathering all the evidences for fraud detection. 

 

A. Klementiev, D. Roth, and K. Small, explains the need to meaningfully combine sets of rankings often comes up when one 

deals with ranked data. Although variety of heuristic and supervised learning approaches to rank aggregation exist, they need 

domain information or supervised hierarchic knowledge, each of that area unit costly to accumulate. so as to deal with these 

limitations, they propose a mathematical and recursive framework for learning to combination (partial) rankings while not 
superintendence. The framework for the cases of mixing permutations and mixing top-k lists, and propose a completely unique 

metric for the latter. Experiments in each situations demonstrate the effectiveness of the planned formalism. 

 

Y. Ge, H. Xiong, C. Liu, and Z.-H. Zhou, explains the advances in GPS chase technology have enabled U.S. to put in GPS 

chase devices in town taxis to gather an outsized quantity of GPS traces beneath operational time constraints. These GPS traces 

give uneven opportunities for U.S. to uncover taxi driving fraud activities. In this paper, the author developed a taxi driving fraud 

detection system, which is able to systematically investigate taxi driving fraud. In this system, we first provide functions to find 

two aspects of evidences: travel route evidence and driving distance evidence. Furthermore, a third function is designed to 

combine the two aspects of evidences based on Dumpster-Shafer theory. To implement the system, we first identify interesting 

sites from a large amount of taxi GPS logs. Then, a parameter-free method to mine the travel route evidences. Also the 

introduction of route mark is used to represent a typical driving path from an interesting site to another one. 

 
Ee-Peng Lim et al., presented a number of detecting Product Review Spammers using Rating Behaviours to detect users 

generating spam reviews or review spammers. We identify several characteristic behaviours of review spammers and model these 

behaviours so as to detect the spammers. 

 

Alexandre Klementiev, Dan Roth et al., studied an Unsupervised Learning Algorithm for Rank Aggregation, (ULARA) which 

returns a linear combination of the individual ranking functions based on the principle of rewarding ordering agreement between 

the rankers. 

 

D. F. Gleich and L.-h. Lim, describes the process of rank aggregation is intimately intertwined with the structure of skew-

symmetric matrices. The author applied a recent advances in the theory and algorithms of matrix completion to skew-symmetric 

matrices. This combination of ideas produces a new method for ranking a set of items. The essence of our idea is that a rank 
aggregation describes a partially filled skew-symmetric matrix. The authors extended an algorithm for matrix completion to 

handle skew-symmetric data and use that to extract ranks for each item. Our algorithm applies to both pair-wise comparison and 

rating data. Because it is based on matrix completion, it is robust to both noise and incomplete data. We show a formal recovery 

result for the noiseless case and present a detailed study of the algorithm on synthetic data and Netflix ratings. 
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EXPERIMENTATION RESULTS 

 

 
Fig2: User Registration 

 
Fig3: Global User Login Page  

 

 
Fig4: User Details Page  

 

 
Fig5: Fake Ranking Page 
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Fig6: Global And Local Fake Ranking Page 

 
Fig7: Global Review Page 

 

 

V.CONCLUSION &FUTURE WORK 

 

In this paper, we tend to developed a ranking fraud detection system for mobile Apps. Specifically, we tend to initial showed 

that ranking fraud happened in leading sessions and provided a way for mining leading sessions for every App from its historical 

ranking records. Then, we tend to known ranking primarily based evidences, rating based mostly primarily based evidences and 

review based evidences for sleuthing ranking fraud. Moreover, we tend to projected AN improvement primarily based 

aggregation methodology to integrate all the evidences for evaluating the credibleness of leading sessions from mobile Apps. AN 

distinctive perspective of this approach is that each one the evidences is sculptured by applied math hypothesis tests, so it's simple 

to be extended with different evidences from domain data to find ranking fraud. Finally, we tend to validate the projected system 
with in depth experiments on real-world App information collected from the Apple’s App store. Experimental results showed the 

effectiveness of the projected approach. In the future, we tend to attempt to study more practical fraud evidences and analyse the 

latent relationship among rating, review and rankings. Moreover, we'll extend our ranking fraud detection approach with different 

mobile App connected services, like mobile Apps recommendation, for enhancing user expertise. 
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