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Abstract - Machine learning is the ability to perform specific tasks by using past experience data while measuring the performance, upgrading knowledge and skills by a system for developing the software application. SARIMA (Seasonal Auto regressive Integrated Moving Average) algorithm is a technique to forecast and predicts the approaching data. SARIMA contains seasonal and trend modules in which, it can support a univariate of seasonal module. The year wise crime data set is used to implement and visualize the crime rate in each district from each state. To visualize and analyze the crime data with the help of graphical representation of time series graphs as heat map, trend line and column charts. Crime data is mainly used to reduce the crime rate and predicting the different crimes in a particular location. It is used for police departments, law and social control agencies to analyze the past crime incident data and to reduce the crime activities in the country. The crime data analysis is used for government agencies to speed up the process of finding the incidents in the society and speedup the process with help of time series algorithms. SARIMA model gives better efficiency to predict the crime data to solve problems in easiest way and to reduce the crime rate in the country.

Index Terms: Visualization, Forecasting, Prediction, SARIMA, ARIMA, Prophet.

I. INTRODUCTION

Crime data analysis and visualization is mainly helpful for police departments, law enforcement agencies and residents of the cities in many ways. Analyzing the crime data to reduce the crime rate and predicting the various crimes in a particular location based on the past criminal data throughout the country. Crime is a violation of humanity, often punishable by law. Criminology is a study of crime, interdisciplinary science that investigates and analyzes the performance of criminal data. Criminal activity is very high in various locations. The main responsibility is to reduce the crime rate in the society with the help of visualization and forecasting by police, law enforcement and government agencies. These government sectors are help to hurrying up the process of solving the crimes. The computerized systems, crime data analysts can help to reduce the crime and finding the crime in less time. Crime data forecasting and prediction is the systematic analysis for identification and predicting the structure, seasonal and trended data elements in crime. The prediction is not done by individual victims of crime but can predict the place that has a probability of its occurrence. The primary goal of this approach is to study and predict the crime rate which can be helpful to investigators, police and law agencies to solve the crime problem from the large amount of information that is stored previously in the database. It focuses on creating a model that helps to detect the number of crimes by its type in a particular in a particular state. The scope of the paper is to prevent crimes and control the crime activities which may occur in the future. Crime analysis is indirectly helps to reduce the crime rate in India and helps to improve the securities in such areas or locations.

Crime data visualization and forecasting is a time series technique in machine learning and various visualization techniques and plots are used which can helps to law, social control and police departments which is to detect and predicts the crime data with higher efficiency and accuracy. Time series forecasting methods like SARIMA, ARIMA (Auto Regressive Integrated Moving Average) and PROPHET, are employed for crime data visualization. Comparing 3 time series algorithms for the best efficiency to predict and forecast the crime rate and to speed up the process for reducing the crime rate in every area in India.

II. LITERATURE REVIEW

Mingchen Feng et al. [1], proposed the Crime Data visualization and forecasting analysis with big data technology. The exploratory data analysis is used for forecasting and predicting the crime data with trend element. The use of visualization is to forecast with past data. and trends. The results shows that the future prediction data performs better efficiency with Prophet and LSTM models. Comparing with different neural network models the Prophet and LSTM gives best performance measures. The best quantity of three years data can be trained the in a way to make the better prediction of trend data in position of RMSE(Root Mean Square Error) and spearman statistics. The results explained to provide new visual sense into crime trends and predictions. It uses to make a best decision for both police and law departments to control the crime rate.

Abish Malik, et al. [2], implemented the forecasting method which is supported as with STL (Seasonal trend decomposition based on loss). It can be applied in a spatiotemporal for visual analytics context, which can be provides for an analysts with predicted levels of future predicted data of such type crime activity. This can be mainly predict the future crime data and analyse the past data to reduce the crime data in each sector. It is mainly used for various investigation sectors, crime bureau investigation departments,
police sector and law enforcement agencies with a natural scale templates and methods of a framework. It provides the focusing and drill down approach which is suitable for geospatial levels and temporal resolution levels. The process for predicting the recent incidents of crime activities is guided by the spatial correlation at close locations using the technique as kernel density estimation.

Abdulrahman Takiddin et al. [3], Proposed the model of embedding system to determine the cyber attacks on electricity thefts in deep recurrent vectors. The data representation method is a model of vector embedding The method is used to express in terms of consumption electricity profiles can be represented in terms of % of actual numbers. According to the electricity readings may be difficult to analyze and capturing the patterns with in the reading of customers report. A ordered grid search excitable parameter improvement algorithm is to change the models detection performance of electricity cyber thefts. The average performance metric uses the ISET dataset that gives better performance with 96% DR (detection rate), 21% FA (false alarm), and 94% HD (highest difference). The usage of vector embedding on with GRUs gives better performance with 35%–97% is DR, 31%–10% is FA, and 87%–22 is HD%.

WAJIHA SAFAT et al.[4], proposed with deep learning and machine learning models for predicting and forecasting the data of crime incidents. The current calculation of the crime data, variety and hotspots from historical techniques that to create several computational challenges, problems and chance. The main effort of this research is needed for police agencies and crime investigation departments and so on. The requirement is available to improve the predictive algorithm, which directs the police force for the criminal activities. This research study is mainly applied on various machine learning models based on supervised and unsupervised algorithms and time series models as by (Long-Short Term Memory) LSTM and ARIMA model. Among all of those algorithms the ARIMA algorithm is the best fitted model for the crime data set. The execution and the evaluation of LSTM algorithm is to analyze the equal to the root mean square error (RMSE) value and mean absolute error value (MAE) performance measures.

Ming Jian Tang et al. [5] 2019, proposed the existence of volatility clustering effect implemented with Auto regressive conditional heteroskedasticity (ARCH) and Generalized Auto regressive conditional heteroskedasticity (GARCH) models. The GARCH model shows the effective multivariate time series datato understand about the challenging dependency structures. The vulnerability management is more compare to reactive. The statistical analysis models is purely depends on vulnerability and that can be provide the essential element to organizations. It helps them to becomes more active in the management of crime rate and cyber crime incidents. The domain of the real world cyber security problems are exploiting vulnerability revealing the trends with complex multivariate data of time series. The computational historical vulnerability of cyber data uses a proposed a new implementation and new framework that has alter this new capabilities and challenges to solve the complex problems. The framework uses a case study for handling the continuity unpredictability of data and also used the purpose of multiple variable dependency structures among various liable crime activities attempts. The more general multivariate time series data is to capture their intriguing relationships. The Big Data systems are new in trends which are becomes more attack targets by already proposed and rising threat agents.

Hongjian Wang et al. [6] implemented an AutoRegressive network Models of the non parametric sparse additive for crime data reduction in Chicago country. The applications that are developed with different technologies using the mobile devices for collecting the huge amount of data. The data is collected from urban areas using Big data techniques for understanding and analyzing the crime data. In this research the city of Chicago id used because the high scalability of measurement data and machine data. To identify geospatial location for non-stationary belongings to utilise the geographical adjusted regression on upper layer of the negative binomial model (GWNBR). This implementation performs better on negative binomial model. The \( \beta \) and \( \varphi \) are the attributes of Markov chains process to observe themethods has to make the crime rate and incidents of Chicago country the kernel hilbert spaces (RKHSs) approach is used. It provides the statistical experiments that can support the hypothetical outcomes and display the benefits of SPAM framework using non-parametric for a Chicago crime data set.

Suman Rath et al. [7], proposed the cyber attacks on different types of cyber attack like false information solution, flooding the targets with traffic (DoS) and repeat attacks are taking the action of event with the activity of prospective vulnerabilities. The analysis had been carried out in a micro grid operative tool in a way where the connection can be used for crimes in a real world scenario system thorough the (Controller Area Network) CAN connection. The software simulation that are performed in MATLAB environmental area and actual methods. The proposed work can be done with the test bed which can has simulators and physical CAN equipment to form a bus connected links. The approach is proved with various times of attacks on a simple one link an also the cases of simultaneous attacks can performed with many links. In CAN network two transceivers are available, onetransceiver is for transmits and receives the data where it may connect to the Arduino. Second transceiver is used as a harmful system can connected to a Raspberry pi, directs to the networks that can perform the attacks.

Sobia Khalid et al. [8], implemented a framework for crime incident analysis on fuzzy logic sets on formal sociality concepts and criminal data can be grouped in to the mapped data. To ensure that sociality concepts can be unevenly defined based on a set of property that are extracted from the criminal records to reduce the crime rate. The quality of the results is verified and evaluated with panel of experts in criminology and sociology scenarios for thinking of the crime act. The methodology is used to help in law departments to identify the features of various crimes. This research is helpful for identifying the different crimes in society and reduces the crime rate in society in a particular locality. The collection of crime data contains the crossfunction and clustering structure. Cross function mapping of crime incidents and happening to sociality concepts which can be performed by fuzzy logic. Clustering is performed by the tasks of crime incidents to social and law concepts such as data preprocessing, converting the social concepts into structured form. Clustering techniques are natural cluster technique such as dbscan algorithms for preprocessing the data and fuzzy clustering algorithm for predicting the crime data.

Priyanka Das et al. [9], proposed a clustering technique from machine learning approach. It is an approach of unsupervised learning in machine learning which can extract each and every matter from newspaper and articles based on criminal data. The identification and observations of the crime patterns which can helps in crime rates and criminal judiciary system using the
clustering techniques. The group of clusters are most frequent words, simply it may take place that few of the context words are existed in the gathered data which cannot reflect to the same crime data as of the clustered. In such conditions collecting different words with defining the same meaning. The internal cluster evaluation can be performed by Infomap and Fast greedy clustering algorithms using real data sets. The methodology that provide a brief description about the crime activities to explore the type of crime patterns. It will helps to the law enforcement and police departments to examine the crime incidents at a quicker rate.

Meetha V. Shenoy et al. [10], planned a structure on crime effect, analysis, and with intensity levels for women security and safetethrough the professional bodies and social group predictions which are designed and tested. The requirements are tested with functional reliability and usability of the model. It continuously check for secure and stress before the time interval of the last preparation is done by the public. In implemented system that can performs the efficient crime investigations and generating of data to plan the preventative performance and evaluations against crime. The field of study will not be effective in providing by time but it can helps in different law social control agencies and personal linkages are concerned in recovery and outcome. The Integrated system can has a factor as Web GIS which can include the geographical area database for storing and retrieving the criminal records and hot spot networking analysis, and visualization of each victim. In another way the mobile application is used for increasing alerts and tracking of the person and locations who are in the risk zone. Observing the crimes with hotspots in the location and to enable for tracking the persons and areas using the precautions to reduce and alerts for the specific crime.

III. IMPLEMENTATION

In this implementation section, forecasting and visualization of crime data analysis with different time series algorithms using machine learning technology includes as SARIMA, ARIMA and Prophet where the algorithms are used to performance with best accuracy and measures of predicated values while training and testing the datasets.

3.1 Data collection

Data collection is a process to perform the specific task in machine learning model. The specific datasets contains unnecessary information so first need to preprocess the data and obtain perfect dataset for the algorithm.
Figure 3.1.1 Data collection from different states

Figure 3.1.2 Data collection from different states with different crime activity.

Figure 3.1.3 Data collection from different states with different crime activity.

3.2 Data pre-processing

It is the collection of the task related to the dataset based on some target variables to analyze and visualize the data to produce some outcome. However, most of the data may be noisy that should contain incorrect and inaccurate values. Data preprocessing can be done by cleaning of data, transformation of data and selection of data.
3.3 Data Visualization

Data visualization and analysis of crime which are represented by pie charts, heat maps, column chart and graphs to predict and forecast the crime data in India.

![Crime rate visualization of time interval using Bar chart](image)

The above visualization shows the time interval from T1 to T6. Each time interval varies on time period. T1, T2, T3 and T4 shows the crime rate at various time periods. T1 shows 4 hours difference to T2, T2 shows the same 4 hours difference to T3, T3 to T4, T4 to T5 and T5 to T6 of 4 hour of time duration from 12 am to 12 am. The analysis with preprocessed data is based on the week data which can be considered as the weekly crime rate in each state. In Python language the importing libraries with the pandas for making week and monthly data which is collected in an easy way on crime data. In python the Matplotlib library is used to create visualizations of time series data with collected data.

![Yearly occurrences of crime in India](image)
3.4 Forecasting and Prediction with time series algorithms

Crime is a violation of humanity, often punishable by law. Criminology is a study of crime, interdisciplinary science that investigates and analyzes the performance of criminal data. Criminal activity is very high in various locations. The main responsibility is to reduce the crime rate in the society with the help of visualization and forecasting by police, law enforcement and government agencies. These government sectors are help to hurrying up the process of solving the crimes. The computerized systems, crime data analysts can help to reduce the crime and finding the crime in less time. Crime analysis and prediction is the systematic formulation for the identifications and visualizations of each the patterns, seasonal data and trend data in crime. The prediction is not done by individual victims of crime but can predict the place that has a probability of its occurrence.

SARIMA algorithm

SARIMA algorithm is a time series algorithm for predicts the approaching data using past history in the time series. SARIMA contains seasonal and trend modules in which, it can support a univariate of seasonal module. An SARIMA algorithm is the extension of ARIMA algorithm that assists the straightforward modelling of the seasonality modules is called SARIMA. It can be added newly considered factors is to identify an auto regression (AR), differences (I) and moving average (MA) of the seasonal elements of time series of an extra factors for the historical data for the seasonality. Configuring a SARIMA algorithm that requires to selects the hyper factor for the elements of trended and seasonality of the time series data. In SARIMA algorithm two elements are available such as

1. Trended Element
   The three elements of trend that can requires the design as (p, d, q) where p element is auto regression order, d element is difference order and q element is moving average order of trended data.

2. Seasonality Elements
   It contains four elements for the seasonal elements such as (P, D, Q, m), where P is autoregressive order, D is difference order, Q is moving average order and m is the amount of single seasonal period in time series.

3. Residual Elements
   Residual is an element in machine learning for calculating the differences between observed and future values of data. It is used to measure the model is better or not.
Figure 3.4.1 Forecasting with SARIMA Element on Crime Data

Figure 3.4.2 Forecasting with SARIMA on crime data

Top left is the residual errors seem to fluctuate around a mean of zero and have a uniform variance. Top Right is the density plot suggest normal distribution with mean zero. Bottom left is for all the dots should fall perfectly in line with the red line. Any significant deviations would imply the distribution is skewed. Bottom Right is the Correlogram, aka, ACF plot shows the residual errors are not auto correlated. Any auto correlation would imply that there is some pattern in the residual errors which are not explained in the model. So you will need to look for more X’s (predictors) to the model.
Figure 3.4.3 Predicting with SARIMA on Crime Data

```python
sarima_pred = arima_result.predict(start=len(train_data), end=len(df)-1, type="levels").rename("SARIMA Predictions")
```

After prediction SARIMA algorithm the result shown in the summary as shown in the figure as model, date, time and sample of the data set. The number of observations are recorded in the summary with Akaike Information Criterion (AIC), where Bayesian Information Criterion (BIC), where AIC and BIC are mainly used for selecting the model and Hannan Quinn Information Criterion (HQIC) is used for measure for the goodness of the model and fitness of the model for the given data.

![SARIMA Results](image)

The model has estimated the AIC and the P values of the coefficients look significant. Let's look at the residual diagnostics plot. The best model SARIMAX(0, 0, 3)x(1, 1, [1, 12]) has an AIC of 8325.0 and the P Values are significant.

ARIMA algorithms
ARIMA is a mathematics and statistical technique to predict the future data with seasonal and trend data which is collected from the database. A statistical model is auto regressive if it predicts future values based on historical values. The crime data visualization and forecasting steps using SARIMA algorithm

1. Visualization of the Time Series Data.
2. Identify the date, if it is stationary or non-stationary.
3. Plot the charts and graphs in Correlation and Auto Correlation function.
4. Based on data to construct the ARIMA Model or Seasonal ARIMA.

The ARIMA model to plot the data for checking the time series whether the data is stationary or not. After converting the stationary and identifies the ordering difference of each degree using the ACF and PACF graph plots from that find different ARIMA model. The diagnostics are good and generating better performance with time series algorithms. The estimated forecasting make with three parameters and fit the model with residual analysis then start the forecasting the best model.

When ever the consideration of an algorithm as ARIMA model first we have to identify the stationary and identify the differencing of plots such as (ACF) Auto Correlation Function and PACF (Partial Auto Correlation Function). After differencing the plots then find the ARIMA model. Estimation of the p, d, q parameters for the model. Find the ARIMA model is fit and the performs the residual on the ARIMA model for the best result and then start the forecasting and predicting the the model with better accuracy as mean squared error.

Crime analysis and prediction is the systematic formulation for the identifications and visualizations of each the patterns, seasonal data and trend data in crime. The prediction is not done by individual victims of crime but can predict the place that has a probability of occurrence.

![Figure 3.4.5 Forecasting with ARIMA on crime data](image)

**PROPHET algorithm**

Prophet algorithm is a model to forecast the period of time data assists on regression hypothesis. The daily, weekly, yearly, seasonal and holiday effected data are used to fit the model. Prophet time series data implements as an additive time series forecasting model. It supports the implementation as for trends, seasonality, and holidays.
3.5 Error measurement

The error measurements is to verify the model correctness. In this implementation the crime rate forecasting and predictions with three techniques of time series algorithms such as the collected data can be divided into two parts as 80% of training and 20% of testing data, where the mistake rate can be performed on the test data. The train data is to fit the model and test data is used to evaluate the fit the machine learning.

The error is known while forecasting the collected based on their future data to predict the crime data. The efficient and better way to measure the error for forecasting and predicting data using the technique such as MAPE (Mean Absolute Percentage Error). In forecasting techniques the good model has low MAPE and also the forecast value is less than or more than the actual value. The MPE (Mean Percentage Error) finds the separation of forecasting value and actual value and divides the present values by actual value.

SARIMA algorithm gives the MAPE value as 0.26 and MPE 0.10 to verify the model correctly and gives the best measures for forecasting and predicting the crime data.

IV. RESULTS AND DISCUSSION

The crime data forecasting and prediction can be based on the time series models such as SARIMA, ARIMA and Prophet model. The SARIMA model, which also shows that the combination of the seasonal adjustment process and the ARIMA model can adjust the data in efficient way and predict more accurately.

The crime data forecasting and visualizing using the India crime data set. The State and District Wise Crimes in India data set is used to implement and visualize the crime rate in each district from each state. To visualize and analyze the crime data with the help of graphical representation of time series graphs as heat map, trend line and column charts. Crime data is mainly used to reduce the crime rate and predicting the different crimes in a particular location. Prediction and forecasting of crime data is mainly used for the police, law and crime investigators to investigate the bodies to examine the past crime data to reduce the crime activities in the country. SARIMA model gives better efficiency to predict the crime data to solve problems in easiest way and to reduce the crime rate in the country. The prophet model is to change the points in trends in the time series. ARIMA is a time series model to predict and forecast the future crime data where the criminal data is taken from the past existed details of each crime and elements.
<table>
<thead>
<tr>
<th>S.NO.</th>
<th>YEAR</th>
<th>CRIME INCIDENT</th>
<th>NaN</th>
<th>CRIME RATE</th>
</tr>
</thead>
<tbody>
<tr>
<td>0</td>
<td>1980</td>
<td>1368529</td>
<td>NaN</td>
<td>206.2</td>
</tr>
<tr>
<td>1</td>
<td>1981</td>
<td>1385757</td>
<td>NaN</td>
<td>200.8</td>
</tr>
<tr>
<td>2</td>
<td>1982</td>
<td>1353904</td>
<td>NaN</td>
<td>192.0</td>
</tr>
<tr>
<td>3</td>
<td>1983</td>
<td>1349866</td>
<td>NaN</td>
<td>187.4</td>
</tr>
<tr>
<td>4</td>
<td>1984</td>
<td>1358660</td>
<td>NaN</td>
<td>184.7</td>
</tr>
<tr>
<td>5</td>
<td>1985</td>
<td>1384731</td>
<td>NaN</td>
<td>184.4</td>
</tr>
<tr>
<td>6</td>
<td>1986</td>
<td>1405835</td>
<td>NaN</td>
<td>183.5</td>
</tr>
<tr>
<td>7</td>
<td>1987</td>
<td>1406992</td>
<td>NaN</td>
<td>180.1</td>
</tr>
<tr>
<td>8</td>
<td>1988</td>
<td>1442356</td>
<td>NaN</td>
<td>180.8</td>
</tr>
<tr>
<td>9</td>
<td>1989</td>
<td>1629844</td>
<td>NaN</td>
<td>188.6</td>
</tr>
<tr>
<td>10</td>
<td>1990</td>
<td>1604449</td>
<td>NaN</td>
<td>194.0</td>
</tr>
<tr>
<td>11</td>
<td>1991</td>
<td>1678375</td>
<td>NaN</td>
<td>197.5</td>
</tr>
<tr>
<td>12</td>
<td>1992</td>
<td>1689341</td>
<td>NaN</td>
<td>194.7</td>
</tr>
<tr>
<td>13</td>
<td>1993</td>
<td>1629936</td>
<td>NaN</td>
<td>184.4</td>
</tr>
<tr>
<td>14</td>
<td>1994</td>
<td>1635251</td>
<td>NaN</td>
<td>181.7</td>
</tr>
<tr>
<td>15</td>
<td>1995</td>
<td>1695696</td>
<td>NaN</td>
<td>185.1</td>
</tr>
<tr>
<td>16</td>
<td>1996</td>
<td>1709576</td>
<td>NaN</td>
<td>183.4</td>
</tr>
<tr>
<td>17</td>
<td>1997</td>
<td>1719820</td>
<td>NaN</td>
<td>180.0</td>
</tr>
<tr>
<td>18</td>
<td>1998</td>
<td>1778815</td>
<td>NaN</td>
<td>183.2</td>
</tr>
<tr>
<td>19</td>
<td>1999</td>
<td>1764629</td>
<td>NaN</td>
<td>178.9</td>
</tr>
<tr>
<td>20</td>
<td>2000</td>
<td>1771084</td>
<td>NaN</td>
<td>176.7</td>
</tr>
<tr>
<td>21</td>
<td>2001</td>
<td>17690308</td>
<td>NaN</td>
<td>172.3</td>
</tr>
<tr>
<td>22</td>
<td>2002</td>
<td>1780330</td>
<td>NaN</td>
<td>169.5</td>
</tr>
<tr>
<td>23</td>
<td>2003</td>
<td>1716120</td>
<td>NaN</td>
<td>160.7</td>
</tr>
<tr>
<td>24</td>
<td>2004</td>
<td>1832015</td>
<td>NaN</td>
<td>168.8</td>
</tr>
<tr>
<td>25</td>
<td>2005</td>
<td>1822602</td>
<td>NaN</td>
<td>165.3</td>
</tr>
<tr>
<td>26</td>
<td>2006</td>
<td>1878293</td>
<td>NaN</td>
<td>167.7</td>
</tr>
</tbody>
</table>
In this research the SARIMA model is used to analyze crime visualization and prediction of crime using Year Wise Crimes in India data set is used to implement and visualize the crime rate in each district from each state. To visualize and analyze the crime...
data with the help of graphical representation. It contains the information about the crime incident to identify easily with the help of crime datasets. The data is identified with the type of crime incident and crime happened frequently in every year. This is useful for Indian government to understand the distribution of crimes in different incidents, predict future crimes and take actions to prevent them. In future research, the model to apply many types of crimes, such as robbery, intrusion, and premeditated murder, to improve the model’s performance.

The main objective of this paper is to save and screening of all the Indian citizens from the harm and incidents, as well as protecting the safety and health. The point contribution of this paper is to reduce and prevent the crime rate and incidents from every state in India. The police officers has the main role to protection the peoples from the harmful conditions. Yes, we can take the various crime which happening now a days. some of the legendary police officers taking crucial decision to eliminate criminals from the earth while observing the past incidents. This prediction and forecasting is easy to identify the crime rate using the auto correlation of 3 different algorithms. the SARIMA gives best accuracy for the future predictions.

The SARIMA algorithm result can be shown in the below figure

Data were obtained from many official websites. The trained and validated the proposed SARIMA model using crime data obtained from the official data archive websites. These records were from the India, parameter values were determined according to the collected data.

A min-max scalar function was used to perform data normalization. Scaling the data was an important step to keep the variance values stable. Data normalization generally improves performance and reduces the associated computational complexity. Before starting model training, we normalized all datasets in this study using equation. In this formula, Xi represents the scaled data set, xi refers to the actual data, and the min(xi) and max(xi) terms correspond to the minimum and maximum values of the actual data set.

\[ Xi = \frac{xi - \text{min}(xi)}{\text{max}(xi) - \text{min}(xi)} \]

According to the correct ARIMA prediction approach based on the actual values of the BIC, AIC, RMSE, MAE and MAPE criteria. Selecting the optimal parameters for an ARIMA model using graphical techniques is not an easy or quick process and takes a lot of time. Then fit a seasonal ARIMA model using the SARIMAX() function from the stats models module for each parameter combination and performed a scoring step to assess the overall quality of the model fit. After examining the full range of parameters, the optimal set of parameters was identified that gave the best performance on the criteria of interest.
The first step in model development is to identify a set of parameters and assign seed values to each. The value of s was set to 12 because we collected data monthly over 12 months. We then performed a grid search to find the best possible model with the lowest possible AIC value. The next step was to select the best combination of parameters that yielded the lowest amount of error (AIC) and assign it to the best model. AIC values for several predictive models are shown in Table 1. Furthermore, in figure 3.4.4 the lowest AIC value determined by the SARIMA model was (1,0,8) × (1,0,0,12). As a result, the best prediction model parameters were determined by combining the parameters (1,0,8)*(1,0,0,12). AIC and RMSE values are commonly used to compare SARIMA models. As can be seen from the comparison table, the predictive ability of the SARIMA (1,0,8)×(1,0,0,12) model was very robust compared to other models during the forecast period. A grid search method solved the problem of determining the optimal parameter values for the proposed SARIMA model.

### 4.1 Comparison of different algorithms

The comparison from SARIMA, ARIMA and Prophet algorithm from the time series model based on univariate seasonal modules. Prophet is the efficient and it is a model for forecasting time series data which trended element that are fit with seasonal data as daily, weekly, monthly, and yearly with holiday effects. Prophet is to change the points in trends in the time series. ARIMA is a model to predict the future crime data and forecast the criminal data based on the historical values of time series. SARIMA is a seasonal ARIMA it is used with time series with seasonality.

<table>
<thead>
<tr>
<th>Model</th>
<th>Performance of MSE</th>
<th>RMSE</th>
<th>MAPE</th>
<th>MPE</th>
</tr>
</thead>
<tbody>
<tr>
<td>SARIMA</td>
<td>0.24</td>
<td>0.06</td>
<td>0.26</td>
<td>0.24</td>
</tr>
<tr>
<td>ARIMA</td>
<td>26.05</td>
<td>62.32</td>
<td>6.5</td>
<td>6.2</td>
</tr>
<tr>
<td>Prophet</td>
<td>14.17</td>
<td>73.14</td>
<td>14.19</td>
<td>14.1</td>
</tr>
</tbody>
</table>

Table 1. Comparison of SARIMA, ARIMA and Prophet

SARIMA algorithm gives the MAPE value as 0.26 and MPE 0.10 to verify the model correctly and gives the best measures for forecasting and predicting the crime data. The below graph shows the comparison between the three models which gives the better efficiency.
V. CONCLUSION
Forecasting and prediction the future data of crime data analysis which can be mainly used to distinguish types of measures. It improves the accuracy of the location, year and crime. The visualization is to identify the crime prone areas and can be used to design the methods with precautions for the future. Crime data analysis is used for the police officers, law and social control to analyze the past crime data and to reduce the crime activities in the country. SARIMA model gives better efficiency to predict the crime data to solve problems in easiest way and to reduce the crime rate in the country. SARIMA model gives better efficiency to predict the crime data to solve problems in easiest way and to reduce the crime rate in the country. Crime rate is increasing day by day with different issues that results a great loss, human loss and property loss in the society. To overcome this problem the computing era that reduce the crime rate and predicting the crime so that sufficient to measures can be taken to minimize the loss strategies. Forecasting and prediction the future data of crime data analysis is implemented with different time series algorithm with different data methods such as data collection, data cleaning, data preprocessing and data visualization are used for a large mixture of data sets where the data can be observed and revealed the crime data in the particular amount of time that cannot be observed before. This helps so much who are targeted from the various kinds of crime incidents and understanding about the things. The crime statistics that behaved this way in the past and will not behaved this way in the future because the crime rate is decreases day by day by consideration future predicted algorithm which used in this paper. It is not that much simple it depend on the crime. How the incidents and crime activity being happening with the predicted future data with help of different time series algorithms in machine learning. In my point view analyzing the data, understanding about the crime, developing a positive hope for the upcoming future after seeing crime data in trended elements in the criminal data. This project make me more excitement about the crime data outcome in future safety understanding and analyzing what happened in the future. Future work with crime analysis and visualizations is to predict and forecast with tracking the locations with the geographical maps and tagging the crime activities with different algorithms.
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